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Who are we
Klöcker & Kück is a grouping of two individual entrepre-
neurs. We support companies as partners to continually 
optimize and secure their business processes. This is 
achieved by the intelligent use of IT, security and project 
management. We have extensive professional and mana-
gerial competence and extensive experience in practical 
experience.

With professional know-how, we support companies and 
work together with them to develop tailor-made solu-
tions. High professional competence and many years of 
experience in practical experience enable us to act con-
fidently in the area of ​​data protection and IT security and 
secure your success on a long-term basis.

Our competences
• IT strategy and concept development
• Status determination and potential analysis
• Cost optimization
• Establishment of IT service management
• Planning and implementation of IT architectures
• Construction of information security management 
systems
• Risk management
• External safety officer
• Construction of data protection management systems
• external data protection officer
• Development of quality management systems
• Professional project management
• Requirements and portfolio management
• Interim management

Data protection
IT security &

Sascha Kück 
IT security

Andreas Klöcker 
Privacy Auditor



Optimize resources and create free 
spaces
Data protection and security objectives must be clearly defined, 
controlled and constantly promoted. A lack of resources often 
causes companies to neglect these processes, making them le-
gally vulnerable to financial risk. With the support of an external 
specialist, you can benefit from the following benefits:

• Evaluation of your safety measures by independent
  Experts 
• Realistic cost calculation
• Minimize their privacy and security gaps
• Constantly updated expertise
• Saving of own resources
• The impact of synergy in data protection and IT security

More safety thanks to combined 
protection step 1 step 2 step 3 step 4 step 5

Klöcker - Your external data 
protection officer
The Federal Data Protection Act stipulates that a company 
in which more than nine employees are entrusted with the 
processing of personal data has one
Data protection officers. Our services as external data pro-
tection officer include:

• Conception and implementation of data protection mea-
sures
• Organization of employee training on data protection and 
IT security
• Check compliance with data protection regulations
• Create a public procedure directory
• Consultation and pre-measures for the installation of new 
procedures and systems

Kück - Your external
IT Security Officer
As an IT security officer, a specialist deals with everything rela-
ted to IT security. Therefore, it is useful to include it in projects 
with an IT focus. Our services as an external IT security officer 
include:

• Regulation of the IT security process
• Coordination in the implementation of security policies and 
IT system security policies
• Development of an IT security and emergency preparedness 
concept
• Check compliance with IT security measures
• Creation of safety reports for the management
• Arrangement of awareness and training measures for emplo-
yees

Data protection and ITsecurity 
Are your resources sufficient?
The topics of data protection and information security have a high 
and permanently growing importance for companies. Corporate 
knowledge is often the most valuable asset that must be secured 
against theft. In addition, failing IT systems can result in substantial 
financial losses for a company and its customers.

As a result, companies are increasingly confronted with the incre-
asing demands of their customers as well as the legislature, banks 
and insurance companies for data protection and information se-
curity. Many customers also make their decision for a company de-
pendent on the use of an effective data protection and information 
security management system.

Under the Federal Data Protection Act (BDSG), companies are obli-
ged to ensure the proper processing of personal data.

status determination

Determination of the 
status quo and assess-
ment of the situation 
with focus on data 
protection laws and IT 
security.

concept creation

Creation of individually 
tailored data protec-
tion and IT security 
concepts.

implementation

Implementation of the 
concepts, in particular 
of the data protection 
and IT security proces-
ses and policies as well 
as the preparation of 
procedural directories.

Training / 
Sensitization

Training of employees 
with regard to data 
protection and IT 
security aspects.
Development of a 
responsible security 
awareness in the 
company.

Control and 
Controlling

Check compliance 
with data protection 
laws and the IT securi-
ty level.
Continual develop-
ment of data protec-
tion and IT security 
concepts.
Determination of the 
need for action and 
concrete measures.


